
 
 
Warning – Recruiter Impersonator Scam 
 
LSI Staffing has been notified of fraudulent activity involving individuals posing 
as LSI Staffing recruiters in an attempt to obtain personal information and/or 
money.  
 

If someone contacts you on WhatsApp claiming to be from LSI Staffing or using 
the name of one of our recruiters, please block the number or report the scam 
by taking a screenshot and forwarding it to 7726 - a free reporting service.  
 

Please remember, our LSI Staffing team will never reach out to you using 
WhatsApp. They would only conduct themselves in a professional manner and 
will never make any suspicious requests. We would like to thank those who 
have forwarded us the evidence of this scam. If you would like to report 
something to us, please reach out to HR@lsistaffing.com.  
 

Here are a few tips on how to identify a fraudulent message: 
 

• It's a message that you weren't expecting. 
• It comes from a number or email address you don't recognize. 
• It contains a link - please avoid clicking it unless you’ve verified it. 
• It offers unrealistic wages and/or working arrangements. 
• They are asking for money or personal details. 
• The message is poorly written and contains spelling errors. 

 

LSI Staffing has notified WhatsApp and the authorities who are investigating the 
best ways to deal with this issue. We apologize for the inconvenience. 
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